NIST 800-171 SMALL BUSINESS COMPLIANCE GUIDE

EDUCATE

WHAT IS NIST 800-171?
NIST 800-171 is a set of 110 requirements regarding cybersecurity and information security for protecting the confidentiality of Controlled Unclassified Information (CUI).

CUI INCLUDES:
- research and engineering data
- specifications
- standards
- technical orders
- technical manuals
- test data and test results
- test reports
- CDR/CDL

WHO NEEDS TO BE COMPLIANT?
Any non-federal organization that processes, stores, or transmits sensitive federal information, including:
- Government contractors
- Universities and research institutions
- Consulting companies
- Prime contractors
- Subcontractors

THE REQUIREMENT
14 FAMILIES FOR NIST SP 800-171:
INCLUDING
- Configuration Management
- Awareness Training
- Incident Response
- Risk Assessment
- Access Control

DFARS COMPLIANCE MEANS
“IMPLEMENTING 3 THINGS”

01
- Develop and Assess a 800-171 Based System Security Plan (SSP)

02
- Develop and Execute a Plan of Action and Milestones (POA&M)

03
- Develop and Implement a Cyber Incident Reporting Capability

for more information visit
hightbey.com/totem